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Notice of confidentiality 

This presentation is furnished to you solely in your capacity as a customer of Visa Inc. and/or a 
participant in the Visa payments system. By accepting this presentation, you acknowledge that 
the information contained herein (the “Information”) is confidential and subject to the 
confidentiality restrictions contained in Visa’s operating regulations and/or other confidentiality 
agreements, which limit your use of the Information. You agree to keep the Information 
confidential and not to use the Information for any purpose other than in your capacity as a 
customer of Visa Inc. or as a participant in the Visa payments system. The Information may only 
be disseminated within your organization on a need-to-know basis to enable your participation 
in the Visa payments system. Please be advised that the Information may constitute material non 
public information under U.S. federal securities laws and that purchasing or selling securities of 
Visa Inc. while being aware of material non public information would constitute a violation of 
applicable U.S. federal securities laws. 
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Forward-looking statements 
and disclaimer 
This presentation may contain forward-looking statements within the meaning of the U.S. Private Securities Litigation Reform Act 
of 1995. These statements can be identified by the terms “objective,” “goal,” “strategy,” “opportunities,” “continue," “can,” "will" 
and other similar references to the future. Examples of such forward-looking statements may include, but are not limited to, 
statements we make about our corporate strategy and product goals, plans and objectives. By their nature, forward-looking 
statements: (i) speak only as of the date they are made, (ii) are neither statements of historical fact nor guarantees of future 
performance and (iii) are subject to risks, uncertainties, assumptions and changes in circumstances that are difficult to predict or 
quantify. Therefore, actual results could differ materially and adversely from those forward-looking statements because of a 
variety of factors, including the following: macroeconomic and industry factors such as currency exchange rates, global 
economic, political, health and other conditions, competitive pressure on customer pricing and in the payments industry 
generally, material changes in our customers' performance compared to our estimates; systemic developments such as 
disruption of our transaction processing systems or the inability to process transactions efficiently, account data breaches 
involving card data stored by us or third parties, increased fraudulent and other illegal activity involving our cards; and the other 
factors discussed under the heading "Risk Factors” in our most recent Annual Report on Form 10-K and our most recent 
Quarterly Reports on Form 10-Q. You should not place undue reliance on such statements. Unless required to do so by law, we 
do not intend to update or revise any forward-looking statement, because of new information or future developments or 
otherwise. 

Studies, survey results, research, recommendations, and opportunity assessments are provided for informational purposes only 
and should not be relied upon for marketing, legal, regulatory or other advice. Recommendations and opportunities should be 
independently evaluated in light of your specific business needs and any applicable laws and regulations. Visa is not responsible 
for your use of any studies, survey results, research, recommendations, opportunity assessments, or other information, including 
errors of any kind, or any assumptions or conclusions you might draw from their use. Except where statistically significant 
differences are specifically noted, survey results should be considered directional only. 



Multi-layered approach to fraud 
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Evolving risk landscape presents new challenges 
Risk landscape of 2014 – 2015 

Growing 
fraud 

challenges 

Increasing and 
shifting data 
compromises 

New players and 
services, evolving 

third-party dynamics 

Growing 
regulatory 

interest 

Evolving 
client 
needs 

Card-not-present 
(CNP) fraud now 
represents over half 
of all fraud globally 

Cross-border fraud 
continues to present 
challenges for both 
customer experience 
and growth 

Data theft from 
compromises, 
skimming, and 
phishing are 
increasing in 
frequency globally, 
adversely impacting 
POS, CNP, 
and ATM channels 

Proliferation of third 
parties, new client 
types, and developing 
economies are coupled 
with misuse of the 
payment system 
by high-risk merchants 
and agents 

 

Increasing 
government and 
regulatory attention 
in electronic 
payments is resulting 
in rules and policies 
altering growth 
opportunities in 
various markets  

Clients expect 
network viewpoints, 
thought leadership, 
and increased 
investment in 
network security 

Regulatory scrutiny 
of clients also 
increasing 

Source: Visa Global Payment System Risk, Visa Security Summit Report 2013 
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Our work is never done 

Data  

Security 

Data  

Devaluation 

Fraud 

Prevention 

Breach 

Response 
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Fighting fraud with layers of security 
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Counterfeit 

EMV chip 

• Creates a unique cryptogram for 
each transaction 

• Not a silver bullet  

Card not 
present 
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PIN 

• Fraudster must know PIN for card to work 
at the point of sale  

• Static data set 

Tokenization 

• Token replaces account number with 
unique digital token  

• If payment token is used as the account number, 
it will be identified as stolen and rejected 

83% of 
fraud in 
the U.S. 

Source: Visa Fraud Reporting System (FRS) and Enterprise Data Warehouse (EDW); CY 2013; U.S. domestic Visa debit and credit 
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Fraud landscape today 
Counterfeit fraud represents 64% of card-present fraud and is growing at 
15% per year 

Source: Visa Fraud Reporting System (FRS) and Enterprise Data Warehouse (EDW); CY 2013; U.S. issued / U.S. acquired Visa debit and credit 

Total fraud by type Card-present fraud 

EMV chip will significantly reduce card-present 
counterfeit fraud 

Other 
4% 

Card  
not present 

45% 

Lost/ 
stolen 
13% 

Counterfeit 
38% 

Other 
9% 

Lost/ 
stolen 
27% 

Counterfeit 
64% 



Overview of EMV chip 
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What is EMV chip card technology? 

• EMV chip or “smart” cards are 
credit, debit or prepaid cards that 
have an embedded microchip  

• Microchip generates a  
dynamic one-time use code  
(a cryptogram) 

• Prevents the data being re-used 
to create counterfeit cards 
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The benefits of EMV chip 
Security, innovation and acceptance 

Enhanced 
security – fraud 

reduction 

Enhanced 
international 
acceptance 

Paves the way for 
secure mobile 

payments – 
tokenization 

Moves U.S. 
closer to 

dynamic data 
authentication – 
devaluing data 

Cardholders still 
protected with 

zero liability 

1 2 3 4 5 
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How does EMV chip technology work? 
Because the cryptogram changes with every transaction, even if the card 
data is stolen, the information can’t be used to create counterfeit cards 
because the cryptogram would have already “expired” 

Card number Name Expiry Service  

code 

CVV 

(STATIC) 

4 0 0 0 1 2 3 4 5 6 7 ̂  J O H N D O E ̂  0 1 2 0 1 2 ̂  1 0 1 ̂  2 1 7 ̂ … 

Card number Name Expiry Service  

code 

iCVV 

4 0 0 0 1 2 3 4 5 6 7 ̂  J O H N D O E ̂  0 1 2 0 1 2 ̂  2 0 1 ̂  3 8 6 ^ 

Cryptogram 

(DYNAMIC) 

1 5 1 8 7 3 2 8 3 1 0 2 8 2 9 1 8 2 1 8 4 3 8 4 9 1 0 6 3 1 4 2 8 5 6 3 8 6 0 9 1 5 7 4 3 0 1 7 ^… 2 4 8 0 1 8 0 3 1 5 1 8 7 3 2 8 3 1 0 2 8 2 9 1 8 2 1 8 4 3 8 4 9 1 0 6 3 1 4 2 8 5 6 3 8 6 0 9 1 5 7 4 3 0 1 7 2 4 8 0 1 8 0 3 4 3 1 2 3 6 8 9 3 6 7 9 4 5 1 0 3 4 9 1 5 2 3 8 5 8 3 6 8 1 2 7 

Card number Name Expiry Service  

code 

iCVV 

4 0 0 0 1 2 3 4 5 6 7 ̂  J O H N D O E ̂  0 1 2 0 1 2 ̂  2 0 1 ̂  3 8 6 ^ 

Cryptogram 

(DYNAMIC) 

1 5 1 8 7 3 2 8 3 1 0 2 8 2 9 1 8 2 1 8 4 3 8 4 9 1 0 6 3 1 4 2 8 5 6 3 8 6 0 9 1 5 7 4 3 0 1 7 ^… 2 4 8 0 1 8 0 3 1 5 1 8 7 3 2 8 3 1 0 2 8 2 9 1 8 2 1 8 4 3 8 4 9 1 0 6 3 1 4 2 8 5 6 3 8 6 0 9 1 5 7 4 3 0 1 7 2 4 8 0 1 8 0 3 4 3 1 2 3 6 8 9 3 6 7 9 4 5 1 0 3 4 9 1 5 2 3 8 7 3 2 5 6 0 0 3 
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Visa U.S. EMV chip roadmap 

• In August 2011, Visa led the industry by setting a plan to move the U.S. to 
EMV chip technology 

• Successful globally, liability shifts have been the primary incentive used to 
encourage both issuers and merchants to adopt EMV chip technology 

Acquirer  
EMV Chip POS 

Processing 
Mandate 

Acquirer EMV Chip  
ATM Processing 

Mandate 

POS  
Liability Shift 
U.S. domestic and  

cross-border 

 

AFD  
Liability Shift 

ATM  
Liability Shift 
U.S. domestic and  

cross-border 

 

April 2013 April 2015 October 2015 October 2017 

Note: AFD = automated fuel dispenser 
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EMV liability shift for counterfeit fraud 

U.S.  Card Terminal Liability 

Today Mag stripe only Mag stripe only Issuer  

After 

October 1, 2015  

for POS 

 

After  

October 1, 2017  

for AFD & ATM 

Mag stripe only Mag stripe only Issuer  

Mag stripe only EMV chip Issuer  

EMV chip Mag stripe only Acquirer  

EMV chip EMV chip Issuer  

There is no EMV liability shift on  

contactless or lost/stolen fraud transactions 

Note: Other non-counterfeit related dispute rights may still apply 



Market Update 
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U.S. EMV Migration − Client readiness report 

Sources: Current cards per Operating Certificates as of 31-Dec-14; credit / debit card forecast per Aite Report – EMV: Lessons Learned and the U.S. Outlook (June 2014); activated terminal forecast per Payment Security Taskforce Acquirer projections press release 
(October 2014) ¹Forecast based on information currently available to Visa. Actual results may vary significantly. 

•48 million EMV chip cards issued, majority credit 

•1 in 3 of the top 50 credit issuers actively issuing chip 
credit cards 

•Cobrand portfolios have started migrating to chip 

•Several debit issuers actively issuing; multiple pilots 
underway 

•Debit EMV PV increased 30% from December to 
January 

 

•All major acquirer processors actively deploying EMV 
chip terminals 

• Terminal manufacturers continue testing common 
debit AID 

•Cross-industry efforts to define minimum terminal 
configuration requirements underway 

Acquirers / 
Terminals 

•100 thousand EMV chip activated merchant locations, 
a 26% increase from September to December 

•Over half of domestic EMV PV generated by small 
merchants 

•Several major U.S. retailers have launched or are 
preparing for early  
chip pilots in Q1 2015 

Merchants 

Credit Debit 
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70% 

41% 
47% 

29% 

0%

20%

40%

60%

80%

Jan-15 Feb-15 Mar-15 Apr-15 May-15 Jun-15 Jul-15 Aug-15 Sep-15 Oct-15 Nov-15 Dec-15

U.S. EMV chip migration – 2015 forecast1 

Sources: Cards per Aite Report – EMV: Lessons Learned and the U.S. Outlook (June 2014); terminals per Payment Security Taskforce Acquirer projections press release (October 2014)  
¹Forecast based on information currently available to Visa. Actual results may vary significantly. 

EMV chip as % of U.S. total 

Liability shift 

credit  
cards 

activated  
terminals 

debit  
cards 

chip-on-chip 
transactions 

Issuers begin mass issuance 

Merchants begin activating terminals 

Significant ramp up 
in Q3 2015 
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Progress on U.S. EMV chip migration 
Payment Security Taskforce projections for U.S. EMV chip migration 

Nine of the country’s largest payment card issuers 
estimate that they will have issued  

more than 575 million chip-enabled payment cards  
by the end of 20151 

Source: 1Payment Security Taskforce press release, August 13, 2014. 2Payment Security Taskforce press release, October 17, 2014 

Forecast of participating acquirers estimated that at least  
47 percent of U.S. merchant terminals will be enabled  

for EMV chip technology by the end of 20152 
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U.S. issuer EMV chip considerations 

Product 

construct 

• Mimic Cardholder Verification Methods (CVM) in use today 

• Always online authorized and authenticated 

• Contact EMV chip card or dual-interface card  

• Continue to support magnetic stripe 

Portfolio 

conversion 

• Prioritize expiring cards, heavy users, affluent 

• Maximize chip-on-chip transactions 

Timing 

considerations 

• Liability shift date and communications strategy 

• Cost of reissuance prior to shift vs. counterfeit fraud reduction 
with fewer disputes, customer service calls, and replaced cards 

Best practices should reduce complexity, cost and time-to-market 
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EMV chip improves authorization rates 
Issuers globally have increased transaction approval rates with EMV chip 
on both domestic and cross-border transactions, resulting in incremental 
payment volume 

Note: VisaNet data for 12 months ending July 2014 

91.3% 

94.9% 

Mag-Stripe EMV Chip

Domestic approval rate 

(LAC) 

92.0% 

94.7% 

Mag-Stripe EMV Chip

Cross-border approval rate 

(CEMEA) 
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EMV Chip Resources to 
Support You 
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Enabling clients 

Issuer training content 

• Visa chip technology training 

• Branch staff training 

• Infographic series content 

Cardholder education content 

• Direct mail 

• Visa Chip Card Introduction video 

• How to Use Your Visa Chip Card video 

• Digital and POS 

Enabling merchants 

• EMV chip business case for merchant 

• Merchants toolkit and POS signage 

Where to access content 

• Visa Online 

• Visa.com 
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Visit www.visachip.com 
Online destination for issuers, consumers, merchants and acquirers 
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• Introduction to EMV chip 

• Technology: How it works 

• Benefits 

• How to use 

• Adoption cycle 

• Frequently asked questions 

 

Branch staff training  
Help tellers understand EMV chip so they can educate customers 
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Cardholder education 

• Turnkey direct mail for issuers 

• Chip educational videos 

• Digital and social 

• POS signage 
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Merchant toolkit 
Interactive materials for merchants on the benefits of EMV chips 
 

• EMV chip overview 

• Changing landscape 

• Benefits of EMV chip 

• Training for your management, staff, and customers 

• Planning and implementation guidelines 

• Resources for your business 
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Key takeaways 

• EMV chip is not a silver bullet – clients should 
continue using a multi-layered approach to 
fraud management 

• Investing in EMV chip supports future 
innovation and reduces face-to-face 
counterfeit fraud 

• Take advantage of the streamlined EMV chip 
implementation approach to reduce cost and 
complexity and speed time-to-market 

Visit  
www.visachip.com 



Q&A 
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Thank you 


