SAMPLE
WORKPLACE VIOLENCE PREVENTION

WORKPLACE VIOLENCE PREVENTION 

TABLE OF CONTENTS
Introduction
3 

What Causes Workplace Violence?
3

Developing a Workplace Violence Program

     Form the Committee That Will Develop the Program
4

     Conduct a Risk Assessment and Review Security
4

     Develop Your Written Policy
4

     Review Pre-employment Screening
5

     Review Termination and Layoff Procedures
5

     Write Rules for Acceptable Behavior and Rules for Discipline
5     

     Develop a Training Program
6

     Create a Crisis Response Plan
6

     Create an Internal Emergency Communication Plan
6

     Create Incident-report, Response, and Follow-up Procedures
7

     Establish a Threat Management Team
8
     Test and Improve Your Violence Prevention Plan
9

Dealing with Conflict
9

Do’s and Don’ts for Dealing with Potentially Violent Individuals
11

Definitions
12

Sample Assault/Threat Report
15

Sample Workplace Violence Prevention Policy
18


Workplace Violence Prevention

Introduction

Workplace violence is any violent act that occurs in the workplace and creates a hostile work environment that affects employees' physical or psychological well-being. Violence at work can take many forms: harassment, intimidation, threats, theft, stalking, assault, arson, sabotage, bombing, hostage taking, kidnapping, extortion, suicide, and homicide. One thing that these many types of workplace violence have in common is that the perpetrator believes he or she is gaining “control” or “getting even” with some person or entity. Violence is more likely in workplaces where workers exchange money, work alone at night, handle valuable items, work as public-safety employees, work in a high-crime area, or work with those who may become violent. But all workplaces, regardless of size or type of business, have the potential for violence. Across the nation, violence in the workplace has become a significant occupational hazard. It may come from outside the workplace or from within:

· The person causing the violence may have no legitimate relationship to the workplace. For example, he or she may enter a workplace to commit a robbery; during the robbery attempt, he or she shoots an employee or customer.

· Someone who receives or has received a service provided by the workplace may commit violence. This may be a client, customer, patient, or student.
· A person who has a connection to the workplace may commit violence. He or she may be a current or former employee or have a relationship to a current or former employee. Domestic violence played out at work — which may include assault or even homicide — fits into this category, but so do other physical and verbal assaults, threats, intimidation, and other types of harassment.
Rampage killings by former employees or former lovers or spouses of employees come to mind when we think of workplace violence — and certainly, the threat of this type of crime is real; however, recent statistics show that only about one percent of the workplace crimes committed nationwide fall into this category. Sexual harassment, threats, intimidation, and other physical and verbal assaults are far more common — and expensive to employers — than such dramatic examples of workplace violence. Even one violent incident in the workplace can prove extremely expensive for a business. Costs can include medical care, liability suits, legal fees, management costs, lost business and productivity, repairs and cleanup, higher insurance rates, consultant fees, increased security measures, and the death or injury of valued employees. Various reports show that American businesses spend as much as $30 billion a year on workplace-violence injuries and other costs related to workplace violence.

What causes workplace violence?

Violence in the workplace is complex. Factors that can cause workplace violence to erupt include alcohol and drug abuse; financial crises related to job loss, gambling, bad investments, or credit-card debt; and mental illnesses that have a wide variety of causes. Emotional strain and mental illness lessen a person's ability to cope with difficulties such as family or relationship problems or mistreatment (real or perceived) by others. Combinations of factors such as these can cause more stress, anger, fear, or despair than an individual may be able to handle in a manner less harmful and more appropriate than violence.

Developing a Workplace Violence Program

By assessing your company’s situation and developing a workplace violence-prevention program, you can reduce the risk of violence in your workplace and reduce the potential for liability should violence occur. A workplace violence-prevention program should be customized to suit your particular workplace. In developing a workplace violence-prevention program, you will need to take most, if not all of the following actions:

1. Form the committee that will develop the program: Your workplace violence-prevention program should be developed and implemented in cooperation with your workplace safety and health committee or, if there is no committee, with the assistance of workers knowledgeable about your worksite. The written portion of the program should become part of your company’s overall health and safety program.

2. Conduct a risk assessment: Your organization’s workplace violence-prevention program should be based on the results of a risk assessment, during which you will evaluate the risks of workplace violence and the strengths and weaknesses of your existing policies. Assess your organization's potential for violence by:

· Examining past incidents

· Reviewing your injury log

· Surveying your safety and health committee and workers at all levels regarding violent incidents, reported or not

If you know where violence is likely to occur and what types of violence have occurred, you'll be able to prevent future incidents through the policies, procedures, and training that make up your program. Conduct a security survey. Determine whether modifications to your current security measures are needed. Examples of precautions that may be suitable:

· Limiting access by former employees to the workplace

· Requiring visitors to sign in and out at reception, wear identification badges, or be escorted

· Increasing parking lot illumination or providing escorts and/or guards

· Locking doors that lead from reception areas to work areas

· Adding surveillance cameras, panic buttons, or metal detectors

Not every organization wants or needs surveillance cameras or metal detectors. Violence may best be prevented by appropriate workplace security measures and caring for the people who work in your organization through an employee-assistance program, adequate training, and a system for reporting and following up on incidents.

3. Develop your written policy: Your written policy should state your approach to preventing incidents of violence and outline the duties and responsibilities of management. Your written policy tells employees that your company has no tolerance for violence — including threats, harassment, intimidation, substance abuse, and weapons possession. It tells them what behavior is unacceptable in the workplace and what disciplinary actions will be taken if rules are not followed. 

4. Review pre-employment screening: In the written plan, include procedures for pre-employment screening that have worked well for your company, for other companies, or that you believe to be prudent. You will have the opportunity to fine-tune these procedures in reviews of your workplace violence-prevention plan. Hiring the right person, no matter what the position within your organization, is an important step in preventing workplace violence. The more attention paid to the hiring process, the less risk of violence within your workforce. Consider these steps as part of your plan:

· Check all work history statements made on job applications. This can be done internally or by an outside service.

· Develop open-ended job interview questions that help your interview team make the most thorough assessments of candidates possible.

· Have an experienced interviewer or team conduct two interviews of every applicant, including those for entry-level jobs.

· Develop a screening system that is equitable, that allows your organization to weigh potential liability, and that has the approval of your legal counsel.

· Use drug screening to the extent practicable.

· Screen contract personnel assigned to work at your facility. Vendors should certify that those individuals meet your safety and security requirements.

· Conversely, if you assign contract workers to other organizations, consider their safety and security requirements.
5. Review termination and layoff procedures: Not all individuals distraught about job termination or layoff become violent; however, firings are the cause of most of the rampage attacks that occur in the workplace. 

· Human resources personnel and managers should be trained to identify potential problems among workers, administer discipline as necessary, and terminate employees without causing the terminated employee to feel that the loss of this job is the “end of the line.” 

· Employee assistance counseling and out-placement services can help employees facing termination for whatever reason.

· Conduct exit interviews when employees retire, quit, or are transferred or terminated. Identify potential violence-related problems. If you provide a confidential employee assistance program, encourage employees, supervisors, and managers to use these services. 

6. Write rules for acceptable behavior and rules for discipline: Organizations must tell employees exactly what is expected of them. 

· Adopt a policy of zero tolerance to threats and acts of violence. 

· Prohibit use or possession, or being under the influence, of alcohol or drugs at the worksite. 

· Prohibit the possession of weapons among employees or visitors, unless they are authorized by your organization. 

· Set up a method for employees to anonymously report concerns about a co-worker’s abnormal behavior or violations of your violence-prevention policies to a contact person. Employees must be able to use this method without fear of reprisal or criticism.

Your rules of behavior will mean little unless you develop fair methods of discipline that your personnel department, supervisors, or risk and safety officer will enforce consistently throughout the workforce. Discipline should be positive not punitive to the extent possible. If you require and expect employees to report signs of trouble or threats of violence, your employees must know that the person they’ve reported is receiving help. If termination is the only answer in a particular situation, ensure that it is done in an appropriate setting, without rancor on the part of the management representative. Ensure that exit interviews are conducted and that counseling and out-placement services are offered, if that is part of your company’s policy.
7. Develop a training program: To make your workplace violence-prevention plan effective, employees at all levels must know about the potential for violence in the workplace and be aware of and understand your organization’s policies and procedures. Support from the highest level is the first step. If your top executives have participated on the workplace violence-prevention plan committee from the start, they are more likely to be familiar with and supportive of all phases of your plan. If top executives have not served on the committee, your first training session should be directed to them. 
· Train managers and supervisors how to deal with employee layoffs, job terminations, and discipline; how to assess the violence potential of individuals; and how to take appropriate measures, such as arranging security. 

· Train supervisors and workers in violence prevention, your company’s security procedures, and response procedures. 

· Maintain training records. 

· Ensure that all new employees read and understand your policies and procedures, and have all employees review them regularly. 

· Train supervisors and managers to address problems and conflict promptly. Situations rarely resolve themselves without help. 

· Provide conflict-resolution training to your employees. When a potentially violent situation occurs, this training may be crucial in de-escalating emotions. 

· Ensure that your employees know what employee assistance program services are available to them.

8. Create a crisis-response plan: Prepare your policies and plans for reporting incidents of violence, responding to reported incidents of violence, and reviewing actions to evaluate effectiveness.
9. Create an internal emergency-communication plan: Employees should have a means of alerting other workers of a dangerous situation and be able to provide information requested by emergency responders. If appropriate, establish an internal emergency phone number or code word similar to 9-1-1. Place lists of contacts, crisis management plans, evacuation plans, and building plans where they’re available to emergency responders. Keep important phone numbers in several places (including off-site locations), available to all appropriate managers and employees. Encourage victims of threats and violence outside the workplace to notify their employers about such incidents. Employers should provide information (and a description or picture of the alleged threatener) to receptionists and other front-line personnel on a need-to-know basis and tell them what actions they should take if that individual seeks entry to the workplace or seeks contact with the employee involved. For environments with greater security risks, consider having more than one employee on the premises at all times.
10. Create incident-report, response, and follow-up procedures: Ensure that all employees know how and where to report violent acts or threats of violence. If your policy requires employees to report all threats or incidents of violence, you must be ready to deal with such a situation. The following should be included in a threat-incident report, which will be used to assess the safety of the workplace and to decide on a plan of action:

· Name of the person who made the threat and that person’s relationship to the company and to the threatened party

· Names of victims or potential victims

· When and where the incident occurred and how it ended

· What happened immediately prior to the incident and what may have contributed to the incident

· The specific language of the threat

· Behavior that indicates an intention to carry out the threat

· A description of the threat-maker and his or her emotional state

· Names of others directly involved and actions they took

· Names of witnesses

· What happened to involved parties after the incident

· Names of supervisory staff involved and their response

· Steps that have been taken to prevent the threat from being carried out

· Suggestions for preventing such incidents
As part of your crisis-response plan, have methods to route reports from outside your organization concerning potentially violent people likely to be at your workplace to the correct person and investigate the reports.

When an incident occurs, bring together all the necessary resources, which may include help from outside the company.

· When a threat is made, consult the sources available to you to help evaluate the level of risk posed by the threat-maker.
· When appropriate, obtain fitness-for-duty evaluations of employees exhibiting seriously dysfunctional behaviors at the workplace.

· When a threat has been made or an incident has occurred, evaluate the situation and, if warranted, notify the potential victims and/or police.

· The employer must respect privacy and confidentiality rights of employees during investigations.

Review risks and determine whether additional security measures should be taken after a threat or violent incident.

· If warranted, provide increased worksite protection when threats of violence have been made, such as additional police or security patrols.

· Alert those who might be affected if the threat-maker carries out his or her threat.

· Consider providing increased protection to threatened employees, such as new phone numbers, relocation, loan of a cellular phone, or a quick-response distress button.

· Counsel potential victims about options available to them, such as obtaining a restraining order.
In terms of follow up of a threat or an incident of workplace violence, keeping the lines of communication open is one of the best things you can do to alleviate anxiety and reduce misinformation. If you react quickly and candidly, informing your workforce about what is going on, you can intercept rumors, calm fears, and reassure employees. Determine how affected workers and managers will be kept informed and follow through with up-to-date information. 

Assign a person to be responsible for dealing with the media, if necessary. If an incident of violence has occurred, helping employees with the psychological consequences is the right thing to do; furthermore, it may reduce financial losses caused by absence, lost productivity, and workers’ compensation claims. After a violent incident, offer counseling services and follow-up treatment, as needed, to employees and their families. 

To prevent further incidents from occurring and to show support for victims, employers should support prosecution of offenders. Accommodate employees after a violent incident in order for them to make court appearances and work with the prosecution. Cooperate with law enforcement authorities to help identify and prosecute offenders through the use of any and all means at your disposal, such as “Crime Stoppers,” rewards, etc.
11. Establish a threat management team: A threat-management team can effectively resolve threats or acts of violence. Such a team might include representatives from these areas: security, human resources, legal or medical services or your employee assistance program, and safety. The team may also include external psychologists, psychiatrists, or threat-assessment experts. A threat-management team may be responsible for managing violence prevention programs, including program assessment and training. Other team duties:

· Providing guidance concerning liaison with outside assistance

· Establishing a plan with local authorities for collecting and preserving evidence

· Planning for or handling communications regarding incidents (Examples: media relations, internal communications, and rumor control)

· Assigning responsibilities for contacting the families of victims

· Managing cleanup and repairs

· Making decisions about returning to work

· Notifying customers and suppliers about changes in orders

· Providing employees and their families with information about their benefits

· Managing operations and trauma care after the crisis

If you do not have a threat-management team, these duties should be assigned to a designated management representative.
12. Test and improve your violence-prevention plan: One essential element that cannot be overlooked is review of your program at least once a year. Over a year, your organization’s personnel, facilities, and issues can change; even if they have not changed appreciably, your committee, threat management team, or employees may have changes or improvements to make to your workplace violence-prevention plan or its policies and procedures. Document each reassessment. The reassessments needn’t be arduous and lengthy processes; they should, however, be thorough. View them as opportunities to fine-tune your violence-prevention program and the policies and procedures that make it work. An evaluation should involve the following:

· Reviewing reports and minutes from staff and safety committee meetings

· Analyzing trends

· Surveying employees

· Identifying new or refresher training that may be needed

· Requesting periodic law enforcement or consultant review of your plan

· Making needed changes

After a violent incident, evaluate the potential for further violence at your workplace and reassess your threat-management plan. Ask the following questions:

· Was our response timely and appropriate?

· Did our employees respond as they were trained to do?

· Would different security measures have reduced the risk?
Dealing with conflict

There is no sure way to tell whether someone will become violent; however, there are often warning signs before violence occurs. These warning signs do not mean that the individual will actually become violent, but in combination, they should be a cause for concern. Warning signs of potentially violent individuals:

· Written, oral, or implied threats or intimidation

· Fascination with weaponry or acts of violence

· Theft or sabotage of projects or equipment

· Alcohol or drug abuse in the workplace

· Expressions of hopelessness or heightened anxiety

· Intention to hurt self or others

· Lack of concern for the safety of others

· Externalization of blame

· Irrational beliefs and ideas

· Romantic obsession

· Displays of excessive or unwarranted anger

· Feelings of victimization

· Inability to take criticism

· New or increased sources of stress at home or work

· Productivity and/or attendance problems
This manual has been developed with the help of material from ‘Violence in the Workplace Policy’ developed by DNR and with the help of information found on the Oregon OSHA website.

Do's and Don'ts for Dealing With Potentially Violent Individuals
Do’s

1. Do project calmness. Move and speak slowly, quietly, and confidently.

2. Do listen attentively and encourage the person to talk.

3. Do let the speaker know that you are interested in what he or she is saying.

4. Do maintain a relaxed yet attentive posture.

5. Do acknowledge the person’s feelings and indicate that you can see he is upset.

6. Do ask for small, specific favors such as asking the person to move to a quieter area.

7. Do establish ground rules. State the consequences of violent or threatening behavior.

8. Do employ delaying tactics that give the person time to calm down. For example, offer a glass of water.

9. Do be reassuring and point out choices.

10. Do help the person break down big problems into smaller, more manageable problems.

11. Do accept criticism. When a complaint might be true, use statements such as, “You’re probably right” or “It was my fault.” If the criticism seems unwarranted, ask clarifying questions.

12. Do arrange yourself so that your exit is not blocked.

13. Do make sure there are three to six feet between you and the other person.
Don’ts

1. Don’t make sudden movements that may seem threatening.

2. Don’t speak rapidly, raise your volume, or use an accusatory tone.

3. Don’t reject all demands.

4. Don’t make physical contact, jab your finger at the other person, or use long periods of eye contact.

5. Don’t pose in challenging stances: directly opposite someone, hands on hips, or with arms crossed.

6. Don’t challenge, threaten, or dare the individual. Never belittle the other person.

7. Don’t criticize or act impatient.

8. Don’t attempt to bargain with a threatening individual.

9. Don’t try to make the situation seem less serious than it is.

10. Don’t make false statements or promises you cannot keep.

11. Don’t try to impart a lot of technical or complicated information when emotions are high.

12. Don’t take sides or agree with distortions.

13. Don’t invade the individual’s personal space.
	Definitions

	Threat:
	A threat is the deliberate verbal or written expression or other specific implication of intent to inflict bodily injury, death or other harmful results that a reasonable person would perceive as a danger to the personal safety of themselves or others.



	Assaults and Threats of Harm are Illegal:
	Provisions of §940.207 of the State statutes provide that anyone who intentionally causes or threatens to cause bodily harm to an employee acting in an official capacity or to their family member in response to an official act is guilty of a class D felony.  The enforcement of other criminal laws may also be applicable on a case by case basis. 



	Employee Threats/Assaults:
	An employee, who harasses, threatens attempts to or inflicts bodily harm to co-workers, representatives of other agencies or the general public is in violation of departmental work rules (Policy 360-1) and subject to disciplinary action. 



	Incident Debriefing:
	An incident debriefing session is a group or individual discussion held to support affected employees in the normal recovery process, including the fear and anxiety that follow a critical incident.  These debriefings usually occur between 24 to 72 hours after the incident.



	Procedures
Identification of Dangerous Situations/ Locations
Employee Response
	Employees and managers should work together to identify and report situations or locations where there is a potential for physical assault or threat of bodily harm. Employees should record information on locations where past specific behavior indicates the existence of anger and hostility; where a significant enforcement action is being taken; or where other behaviors, experiences, attitudes, etc., indicate a potential problem.  Employees should share such information with their managers, and the Safety Officer.



	Management Response
	Managers must carefully review and assess information provided by employees or other sources.  If a problem situation or location is identified, appropriate precautions should be taken based on the specific situation.  Information about the problem should be communicated to division management (with a copy to the DOR Safety Officer) for possible notification of other employees who may work in a similar/identical situation.  Related risk management/safety information provided by the DOR Safety Officer and/or Capitol Police should be promptly distributed to employees



	Employee Response

Initial Actions
	· Try to remain calm. 
· Remove yourself from the threat as soon as possible.

· Immediately call or alert others to call appropriate help (e.g., police, manager, and ambulance) to obtain immediate on-site assistance.  Where the Capitol Police services are provided to the work unit contact the Capitol Police.  All other work units should contact their local authorities and as soon as the situation permits the Capitol Police. 

· Refer to your office emergency evacuation plan for appropriate emergency contact number.

· Notify co-workers as soon as practical to enable them to also reach safety if danger is imminent and applicable to them.



	If Physically Injured
	Immediately notify your manager and quickly obtain appropriate medical help.  

Contact the (name of organization) Worker's Compensation Coordinator at (608) 267-2915 to obtain State WC forms by fax that must be filled out by the attending physician and you as soon as the medical situation allows.  If this is not possible, provide the attending physician’s office the WC Coordinator’s telephone number to allow coordination for the work-related treatment.  Upon return to work, contact your manager and the WC Coordinator to obtain State WC reporting forms and fill them out following the WC Coordinator’s guidance.



	Management Reaction

Initial Actions
	Contact local authorities such as police, fire department, etc., for assistance when there is a need and no one has yet done so. 

Where the Capitol Police services are provided to the work unit contact the Capitol Police.  All other work units should contact their local authorities and as soon as the situation permits the Capitol Police.

Listen carefully and objectively to the affected employee(s) without interruption while assessing the employee’s condition and state of mind to the extent possible.  Document all pertinent information.

Contact immediate manager by telephone or email to obtain initial guidance.

	Injury Follow-through 


	Inquire whether emergency medical services have been contacted.  If not, contact emergency medical services.

Ensure that injured employee promptly completes the appropriate Worker’s Compensation forms. Managers must also complete the supervisory sections of these worker compensation forms and forward to the WC Coordinator via fax.



	Proper Documentation of Incidents Essential
	All physical assaults and threats of bodily harm to employees must be documented by completing an Assault/Threat Report (Form AM-660, Attachment 1).  When possible, documentation should be completed and forwarded within 24 hours of an incident to division management and the DOR Safety Officer.  Witness reports, police reports, and other factual information should be attached to the assault/threat report to help provide a complete picture of events.  Determine if witness(es) prefer to remain anonymous due to the concern of retaliation by the aggressor.


	Record Keeping
	Due to the privacy act and confidentiality issues, department management involved in helping to resolve a personal safety issue are expected to maintain their own files for a minimum of 5 years on any given incident and longer as desired.



	Critical Incident Debriefing


	The local manager should contact the appropriate EAP service provider or the DOR Safety Officer to determine if a Critical Incident Debriefing should take place with all affected employees following an incident.  The Critical Incident Debriefing will provide employees with information about the incident and give them an opportunity to discuss the incident in a supportive and positive atmosphere.  Preferably, the debriefing should be conducted within 24 to 72 hours after the assault or threat of an assault occurred.

	Property or Facility Damage/Personal Safety Office Consults


	Contact (name of organization) for guidance in work incidents where there is a need for a security or risk management review to improve local personal safety or security.

Contact the (name of Bureau) at (phone #) for technical guidance in incidents where there is physical damage to leased or owned buildings. 




SAMPLE ASSAULT/THREAT REPORT

EMPLOYEE

	Employee Name
	Telephone:

Work _______________  Home _____________

	Work Office Address (street, city, state, zip)


	Employee Classification

	Manager's Name   


	Telephone


INCIDENT
	Name of Assaulter/Threatener 


	Is she/he an employee?     ( yes     ( no



	Date of Assault/Threat


	Location of Assault/Threat

	Assault/Threat was from:     ( Personal Confrontation      ( Telephone Conversation     ( Other

Please Explain:



	Were there witnesses?     ( yes     ( no   If  yes, how many?  ___________Provide information below and attach their statements.  (Determine if witnesses prefer to remain anonymous due to the concern of retaliation by the aggressor.)


WITNESSES   (If additional Witnesses, provide information on attached sheet of paper.)

	Witness 1-Name
	Telephone:

Work _____________ Home ______________

	Address (street, city, state, zip)


	Witness Role (i.e. employee, customer, etc.)



	Witness 2-Name
	Telephone:

Work _____________ Home______________

	Address (street, city, state, zip)


	Witness Role (i.e. employee, customer, etc.)




  IF ASSAULTED, answer next 6 questions.  If threatened, go to reverse side of this report.

	1. What started the assault?



	2. What did the assaulter say when you were assaulted?



	3. What was used to hit/strike/injure you?



	4. What injuries did you sustain?   Was medical treatment necessary?



	5. How did the assault end?



	6. How did you leave the assault site?




 IF THREATENED, answer next 3 questions.

	1. As Closely as Possible, what were the Exact Words Used?



	2. Was Threatener in a position to carry out the threat immediately? 



	3. How serious do you believe the threat was and why?




 EMPLOYEE RELATED ACTIONS (Employee must complete next two questions whether a threat or assault)

	1. What actions were taken by the employee? (e.g. filed workers compensation, obtained medical treatment, used sick leave/vacation, etc.)



	2. What specific actions from Employer does employee request related to assault/threat?  If none, so indicate.




LAW ENFORCEMENT INFORMATION (Manager, Employee, etc. Attach copy of police report when possible.) 

	Law Enforcement Agency Contacted - Name of Person/Officer Helping
	Date Contacted
	Telephone Number

(      )      

	Was a written report completed?     ( yes     ( no     What action was promised?




 MANAGER ACTIONS
	Directions given to Employee (i.e. go home, go to hospital, etc.)

 

	Manager Recommendation:    ( Prosecution     ( Restraining Order     ( Letter to Threatener     ( Other, please specify:




LEGAL COUNSEL ACTION(S)
	Actions Taken: 




NOTIFICATION DATES
	Received:


	Employee Notified 

of Chosen Action:

( Yes ( No
	Health & Safety Officer Notified: 

( Yes     ( No

	Division Management Notified: ( Yes    ( No 
	EAP Officer Notified:

( Yes     ( No
	Was Employee and Management notified of other options that can be pursued personally?         ( Yes     ( No


SAMPLE WORKPLACE VIOLENCE PREVENTION POLICY
Agency/Facility/Campus/Unit______________________________Date_____________

Mission

Employees are our most valued asset.  The strategic goal of the (name of organization) is to improve the quality of our employees’ working environment.  In that regard safety and security are of the utmost importance.  To the extent reasonably possible, the name of organization) will provide a work environment where employees will not be subjected to acts of physical assault or threats of bodily harm while performing their official duties, wherever those duties are performed.  There shall be zero tolerance of such threats or acts of violence.

Policy on Violence

(Name of organization) views aggressive and/or violent behavior as disruptive and contrary to the development and maintenance of a safe, productive and supportive work environment.  Such behavior is actively discouraged.  Employees who exhibit such behavior will be held accountable under the policy and work rules, as well as local, state, and federal law.

All threats and acts of aggression or violent behavior should be taken seriously and addressed immediately.  Such threats or acts include, but are not limited to:


· Harming or threatening to harm any employee or guest

· Damaging or threatening to damage property or the property of any employee or guest

· Possessing a dangerous weapon or incendiary device on property without prior authorization  (Law enforcement officers and (employees who carry weapons in the performance of their duties are considered authorized.)

· Engaging in stalking behavior of any employee

Accountability 

All personnel are responsible for notifying their immediate managers, or, in the absence of their manager, another member of the management team, of any threats that they have witnessed, received, or have been told that another person has witnessed or received.  Even without an actual threat, personnel should also report any behavior they have witnessed which they regard as threatening or violent, when that behavior is job related or might be carried out on a state controlled site, or is connected to state employment.  Employees are responsible for making this report regardless of the relationship between the aggressor and the individual to whom the threat or threatening behavior was directed.

Directive

Any person who makes substantial threats, exhibits threatening behavior, or engages in violent acts against employees, visitors, guests, or other individuals while on (name of organization) property shall be removed from the premises as quickly as safety permits, and shall remain off DOR premises pending the outcome of an investigation. Employees are not to remove individuals from the premises.  Assistance must be requested from the Capitol Police or local authorities.  DOR will initiate an appropriate response which may include, but is not limited to, suspension and/or termination of any business relationship, reassignment of job duties, suspension or termination of employment and/or criminal prosecution of the person or persons involved.

Employees and managers should work together to identify and report situations or locations where there is a potential for physical assault or threat of bodily harm.  Managers may keep files on persons and locations where past specific behavior indicates the existence of anger and hostility; where a significant enforcement action is being taken; or where other behaviors, experiences, attitudes, etc., indicate a potential problem.

Employees should record specific incidents, behaviors or conversations that may indicate a potential for violence.  Documentation should be forwarded to their manager.  In instances where their manager is the source of potential violence, documentation should be forwarded to the next level of management with a copy to the Safety Officer.

Managers must carefully review and assess information provided by employees or other sources.  Appropriate precautions should be taken based on the specific situation.  For example: If a problem situation or location is identified, it should be communicated to other employees who are likely to become involved in the situation or come in contact with the location.  

Individuals who apply for or obtain a protective or restraining order which lists those specific locations that areas being protected areas must provide to their manager and the Safety Officer with a copy of the petition and declaration used to seek the order, a copy of any temporary protective restraining order which subsequently is granted, and a copy of any protective or restraining order that is made permanent.

The Safety Officer will monitor and evaluate the violence reports in the department on an ongoing basis and will submit annual program reports to the Secretary.
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