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	WiSMART Security Maintenance Request
	
	State Controller’s Office
WiSMART Security Officer
101 E. Wilson Street, 5th Floor

	DOA-6305 (R07/2014)
	
	
	

	
	
	


Submit separate requests for each individual. Check desired authorization action. 
	[bookmark: Check1]|_|	Establish Initial User ID
	[bookmark: Check2]|_|	Revise Current User Id Privileges
	[bookmark: Check3]|_|	Cancel User ID
	To complete this Request: Use the Tab key, Arrow keys or Mouse to move between answer fields. Type an X in the appropriate checkboxes. To change Approval, replace Y with N. 

	 - Complete Sections I, II & III
	- Complete Sections I, II & III
	- Complete Section I only
	

	Section I:  User Profile
	

	Employee’s Name
	Information Technology Logon ID
	Employee’s Job Classification
	By signing this form employee agrees to security acknowledgement signed on DOA-10392 RACF User ID Request.

	[bookmark: Text3]     
	     
	     
	

	Agency Name
	Agency Number
	Requested Security Profile
	

	     
	   
	     
	

	I hereby authorize WiSMART Security Officers to create, revise or cancel WiSMART privileges for the employee’s user ID.
	
	Employee’s Signature

	
	

	
	
	
	     
	
	[bookmark: Text4]     
	
	

	
	Authorized Agency Representative Signature
	
	Date (mm/dd/ccyy)
	
	Area Code & Phone Number
	
	
	Supervisor’s Signature


Section II:  Requested  *USE Security Profile
	Provide requested *USE security profile. Leave this section blank if requested security is customized (non *USE) profile.

	Security Profile
	     


Section III:  Customized Security Profile
	Item 1:  Identify the transaction types the user will be entering.  Indicate the applicable level(s) of agency approval for the employee.  Indicate if the user will need to update the associated tables.

	combined security groups
	BDGT
	
	
	PJCT
	
	GENL
	

	security group
	BUDT
	BUTA
	DIST
	TRVL
	PRJT
	PRJX
	PURT
	REVT
	GENT
	GEJV
	DISD
	GEND

	Transaction
	EB
	RB
	TB
	TA
	AP
	P1
	PV
	MP
	TL
	TL
	FM
	FX
	PX
	PJ
	PO
	RQ
	PD
	CR
	JR
	JV
	J1
	MW
	MW
	PR

	Enter
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|

	Correct
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|

	Delete
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|

	Schedule
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|

	Edit
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|

	Hold
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|

	     
	  
	  
	  
	  
	  
	  
	  
	  
	
	  
	  
	  
	  
	  
	  
	  
	  
	  
	  
	  
	  
	
	  
	  

	Approve 
	[bookmark: Text6]Y y NNN
	y y NNN
	y y y y N
	y y y y N
	y NNNN
	y NNNN
	y y y y N
	y NNNN
	y y y y N
	y NNNN
	y NNNN
	y NNNN



	combined security groups
	
	
	
	
	
	
	
	
	
	
	

	security group
	AARS
	FASA
	GSBL
	DIPC
	VPUR
	DISB
	PURC
	
	
	
	

	Transaction
	NF
	RE
	RM
	WO
	FA
	FD
	FC
	FT
	FB
	SB
	PCRD
	VEN2
	SCHD
	PCHD
	
	
	
	

	Enter
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	
	
	

	Correct
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	|_|
	
	
	
	

	Delete
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	|_|
	
	|_|
	|_|
	
	
	
	

	Schedule
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	
	
	

	Edit
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	
	
	

	Hold
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	|_|
	
	
	
	

	     
	  
	  
	  
	  
	  
	  
	  
	  
	  
	  
	
	
	
	
	
	
	
	

	Approve 
	y y NNN
	y y y y N
	y y y Y N
	
	
	
	
	
	
	
	

	Item 2.	Identify the agency and organization(s) user will have access to perform transactions against.  Type “All” if all agencies or organizations are permitted.

	
	Additional

	Agency/Org
	   
	/
	    
	Agency/Org
	   
	/
	    
	
	   
	/
	    
	
	   
	/
	    
	
	   
	/
	    
	
	   
	/
	    

	
	
	Agency/Org
	   
	/
	    
	
	   
	/
	    
	
	   
	/
	    
	
	   
	/
	    
	
	   
	/
	    




DOA-6305 (R07/2014)

Wismart Security Maintenance Request Instructions

The Wismart Security Maintenance Request may be completed in 3 different ways.

 Printed Manual completion:
 Print the form and place an “X” in the applicable Enter, Correct, Delete, Schedule, Edit and Hold boxes that are needed for each Wismart SECURITY GROUP.  Any empty boxes will be treated as though an “N” were entered in the box.  If approval is needed, then circle the appropriate number of “Y” on the Approve line for the levels of approval being requested.

Online – fill in the blank, print and circle:
Use the Tab key, Arrow keys or Mouse to move between answer fields.  Type an X in the appropriate checkboxes.  Print the form and then indicate the levels of approval needed by circling the appropriate “Y”s needed.

The request may also be completely filled in online: 
Use the Tab key, Arrow keys or Mouse to move between answer fields.  Type an X in the appropriate checkboxes.  When approval is requested, on the Approve line…leave a “Y” in the level(s) of approval needed and replace a “Y” with an “N” in uneeded approval levels.  
Note:  If no approval is requested, you MUST put N in all unused security group approve line boxes.  Any request submitted that does not have unused security group approve lines showing N instead of Y will be rejected.


SCHEDULE ACTION LINE:
Any security groups that are requested will automatically be given Schedule ability.  The only purpose of Schedule Action is that it provides authority to request overnight processing (edit/update) for a batch or document.  A document without schedule ability will possibly reject in the overnight edit error checking routines.

COMBINED SECURITY GROUP LINE:
Combined Security Groups – are groups that were created to help alleviate the limitation of 9 security group columns (INQY is a mandatory column) on the Wismart STAB table.  If more than 9 security groups are needed then a 2nd logonid will be needed for the Wismart user.

Security Groups DIST & TRVL:
Security group TRVL contains only the TL transaction.  However security group DIST includes the P1, PV, MP and TL transactions.  The shaded area indicates that anything the Wismart user can do on a P1 or PV or MP transaction can also be done on the TL transaction.

Security Groups GEJV & DISD & GENL:
Security group DISD contains only the MW transaction.  However security group GEJV contains the JV, J1 and MW transactions.  The shaded area indicates that anything the Wismart user can do on a JV or J1 transaction can also be done on the MW transaction.  Additionally, the combined security group GENL contains the JV, J1, JR and MW transactions.
  
Security Group PRJT & PRJX & PJCT:
Security group PRJT contains the FM & FX transactions.  Security group PRJX contains the PX & PJ transactions.  However the combined security group PJCT contains the FM, FX, PX & PJ transactions.

